Камская транспортная прокуратура разъясняет: о новых способах мошенничества.

Злоумышленники стали звонить физлицам от имени сотрудников почты России с просьбой уточнить адрес и сообщить код из смс-сообщения.

Неизвестные лица информируют гражданина о том, что на его имя пришло письмо от федеральной налоговой службы, но при этом на письме якобы указан некорректный адрес. В связи с этим мошенники предлагают уточнить адрес, по которому надо доставить письмо. Далее они просят назвать код подтверждения из смс-сообщения (сообщение поступает из сервиса, напоминающего «Госуслуги»).

Необходимо быть бдительными, не сообщать коды из смс-сообщений, а также не выполнять никаких действий под диктовку. Продиктовав код, Вы подвергаете опасности свои персональные данные. Так, получив код, мошенники могут зарегистрироваться на каком-либо сервисе, с помощью которого оформят кредит, снимут средства с банковского счета и т.д.